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HIPAA Notice of Privacy Practices 

I. It is Advanced Practice Psych Services known here as ‘APPS’ legal duty to safeguard your pro-
tected health information (PHI) and inform you of our Privacy Practices. This notice describes how 
medical information about you may be used and disclosed and how you can get access to this in-
formation. Please review it carefully.  

 

II. DEFINITION 
By law APPS is required to insure that your PHI is kept private. The PHI constitutes information cre-
ated or noted by APPS that can be used to identify you. It contains data about your past, present, or 
future health or condition, the provision of health care services to you, or the payment for such health 
care. 

III. HOW APPS WILL USE AND DISCLOSE YOUR PHI 
APPS may use and disclose your PHI for the following reasons on a "need to know" basis:  

A. To provide treatment or services;  

B. For health care operations (i.e., case consultation, quality control, accreditation 
processes, etc.);  

C. To obtain payment for treatment or services.   
D. In cases where a client is served in more than one APPS program;  
III.  When required by federal, state, or local law: 

A. If we become aware that you may be a danger to yourself or a reasonably 
identifiable other;  

ii. If we become aware of/suspect child abuse or neglect (MN Stat 626.645, 
Subdivision 3);  
ill.   If we become aware of/suspect abuse or neglect of a vulnerable adult (MN Stat 
626.557, NDCC Ch, 50-25-2);  
iv. If we are court ordered to testify or to submit our records to the court; 

IV.  For public health activities. Example: In the event of your death, if a disclosure Is per-
mitted or compelled, we may need to give the county coroner Information about you 

V.  For specific government functions. APPS may disclose PHI of military personnel and 
veterans under certain circumstances. We may disclose PHI ln the interests of na-
tional security or assisting with intelligence operations;  

VI.  For research or educational purposes; 

VII. For Workers' Compensation purposes; 
J. Appointment reminders and health related benefits or services;  
K. Disclosures  to family, friends, or others. APPS may provide your PHI to  a family member, 

friend, or other Individual who you indicate is involved In your care or responsible for the 
payment for your health care, unless you object in whole or in part. Retroactive consent 
may be obtained in emergency situations.  

L. If disclosure is otherwise specifically required by law;  
 

 

 

 

 

IV. WHAT RIGHTS YOU HAVE REGARDING YOUR PHI 
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You have the right: 
A. To see and get copies of your PHI at the cost of no more than $ .15 per page.   Requests 

must be made in writing.   You will receive a response within 30 days of APPS receiving your written request. 
If denied, reasons for the denial will be provided to you.  
 
 

B.    To request limits on uses and disclosures of your PHI. While your request will be considered, 
APPS is not legally bound to agree. You do not have the right to limit the uses and disclosures 
that APPS is legally required or permitted to make.  

C.   To choose. how your PHI is sent to you. (i.e., sent to your work address instead of home address, 

cell phone vs. home phone, etc.) We are obliged to agree to your request provided that we can do 

so without undue inconvenience.  

D.   To amend your PHI. If you believe that there is some error in your PHI or that Important infor-

mation has been omitted, it is your right to request (in writing) that the existing information is cor-

rected or the missing information Is added.  
E.    To receive a paper or email copy of this notice.  

 
V.   ELECTRONIC COMMUNICATION  

APPS staff are trained to limit electronic communication of client Information whenever possible. 

If you choose to communicate with your service provider electronically (i.e.; email, text mes-

sages, cellular phones, etc.) you will be asked for written permission to do so. Please also be 

aware of the security risks involved in this type of communication.  

VI. HOW TO COMPLAIN ABOUT APPS PRIVACY PRACTICES 

If you believe your privacy rights have been violated or if you object to a decision made about access 

to your PHI, you are entitled to file a complaint with the  person  listed in Section  VI below. You may 

also send a written complaint to the Secretary of the Department of Health and Human Services at 

200 Independence Avenue S.W. Washington, D.C. 20201. If you file a complaint about APPS privacy 

practices, no retaliatory action will be taken against you. 

VII.   PERSON TO CONTACT FOR INFORMATION ABOUT THIS NOTICE OR TO COMPLAIN ABOUT 
MY PRIVACY PRACTICES 
If you have any questions about this notice or any complaints about APPS privacy practices, or would 

like to know how to file a complaint with the Secretary of the Department of Health and Human Ser-

vices, please contact: Mary Andersen at mmacns@hotmail.com 

 

 

Signature:  ___________________________________________  Date:  ________________ 
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Advanced Practice Psych Services.   Mary Andersen APRN, CNS, MSN 

Authorization for Telehealth Medicine     
 

First name                                                  Last name 

Street address                                            City                                    State            ZIP 

Date of birth                                                Email 

 

Telemedicine involves the use of electronic communications to enable health care providers at different locations to share individual 

patient medical information for the purpose of improving patient care. The information may be used for diagnosis, therapy, follow-up 

and/or education, and may include any of the following: 

Patient medical records.   Live two-way audio and video. Output data from medical devices and sound and video files.  

Electronic systems used will incorporate network and software security protocols to protect the confidentiality of patient identification and imaging 

data and will include measures to safeguard the data and to ensure its integrity against intentional or unintentional corruption. 

Benefits:  Improved access to medical care by enabling a patient to remain in his/her ophthalmologist’s office (or at a remote site) while the 

physician obtains test results and consults from healthcare practitioners at distant/other sites.  

• More efficient medical evaluation and management.  

 

Obtaining expertise of a distant specialist. Possible Risks:  

As with any medical procedure, there are potential risks associated with the use of telemedicine. These risks include, but may not be limited to:  In 

rare cases, information transmitted may not be sufficient (e.g. poor resolution of images) to allow for appropriate medical decision making by the 

physician and consultant(s);  

Delays in medical evaluation and treatment could occur due to deficiencies or failures of the equipment; In very rare instances, security protocols 

could fail, causing a breach of privacy of personal medical information; In rare cases, a lack of access to complete medical records may result in 

adverse drug interactions or allergic reactions or other judgment errors;      

I hereby authorize Mary M. Andersen_APRN, CNS, MSN to use telemedicine in the course of my diagnosis and treatment.  
 
Signature of Patient (or person authorized to sign for patient): __________________________________________________ 
 

Date: ___________________   If authorized signer, relationship to patient:  _____________________________ 
 

Witness Date:   ______________________I have been offered a copy of this consent form (patient’s initials)  _________                   

      
I have been offered a copy of this consent form. A copy will be sent to your email address after you fill out all fields of this form. 
 

By signing this form, I understand the following: 

I understand that the laws that protect privacy and the confidentiality of medical information also apply to telemedicine, and that no 
information obtained in the use of telemedicine which identifies me will be disclosed to researchers or other entities without my consent.  

I understand that I have the right to withhold or withdraw my consent to the use of telemedicine in the course of my care at any time, 
without affecting my right to future care or treatment.  

I understand that I have the right to inspect all information obtained and recorded in the course of a telemedicine interaction, and may 
receive copies of this information for a reasonable fee.  

I understand that a variety of alternative methods of medical care may be available to me, and that I may choose one or more of these 
at any time. My ophthalmologist has explained the alternatives to my satisfaction.  

I understand that telemedicine may involve electronic communication of my personal medical information to other medical practitioners 
who may be located in other areas, including out of state.  

I understand that it is my duty to inform my prescriber of electronic interactions regarding my care that I may have with other healthcare 
providers.  

I understand that I may expect the anticipated benefits from the use of telemedicine in my care, but that no results can be guaranteed 
or assured. 

I have read and understand the information provided above regarding telemedicine, have discussed it with my physician or such 
assistants as may be designated, and all of my questions have been answered to my satisfaction. I hereby give my informed consent 
for the use of telemedicine in my medical care. 
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